شرح برنامج AntiARP لمنع الnetcut

<p>برنامج يشرح عملاق الحماية من الnetcut

<http://books-library.online/files/elebda3.net-4912.exe>

**اولا نبدء بأضرار برنامج AntiArp مضيأتين باستمرار دليل على عمل كارت  
  
  
ظهرت حالة من تلف اللوحة الأم فى كثير من الأجهزة مؤخرا تبدأ بتلف فى كارت  
الشبكة المدمج فى اللوحة حيث يعطى اشارة على عملة فيظهر الشاشتين اللى جنب  
الساعة فى الويندوز  
الشبكة و لكن و استخدمت tester للتاكد ستجد ان الكارت متوقف تماما عن العمل . ثم بعد ذلك تتوقف اللوحة الأم عن العمل .  
طبعا اشتكى العملاء و اضطرينا الى ارسال الأجهزة الى التوكيل للمعاينة و  
كانت النتيجة ان العيب من المستخدم نتيجة استخدامة برنامج Anti-Arp و  
بالتالى فالجهاز يصبح خارج الضمان نتيجة سوء الاستخدام .  
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ما هى اسباب تلف اللوحة الأم نتيجة استخدام هذا البرنامج :  
البرنامج الغرض منة صد هجمات برنامج Netcut حيث يستخدم البرنامج تقنية  
تقوم برفع سرعة النقل داخل اللوحة الأم BUS SPEED حتى يظهر بشكل فعال ضد  
جميع الأنواع بصرف النظر عن حالة الجهاز مما ينتج عنة تلف فى الروابط  
الداخلية Backside  
  
bus و بما ان كارت الشبكة هو المستفيد من هذا الموضوع فى ان الأجزاء  
المكونة لة تتعرض للتلف سريعا و تاتى التلفيات بالترتيب نتيجة المشاركة فى  
عدد من القطع دخل اللوحات الأم التى تحتوى على كروت شبكة و شاشة و صوت  
(Built In ) .  
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هذا التحليل ليس من شخص واحد و انما من مجموعة من المهندسين فى هذا المجال  
و عند الرجوع الى الشركة المنتجة للبرنامج و البحث عن اى موضوع يتعلق بهذا  
الخطا و جدنا فى المنتدى الخاص بالشركة العديد من المستخدمين الذين ظهرت  
عندهم هذة المشكة فى  
  
الكثير من المناطق و هذ هو الرابط للمنتدى الذى يحتوى على مشاركات عن هذا الموضوع  
  
µ¥»ْ°و½»ء÷اّ  
  
  
المنتدى باللغة الصينية يمكنك الأطلاع علية عن طريق استخدام  هناك احد الأشخاص تعرض لهذة المشكلة و لكن رد الشركة هو ان المستخدم وافق  
على اتفاقية الأستخدام بأن الشركة غير مسئولة عن اى تلف يتعرض لة بسبب  
البرنامج .و ان الجهاز الخاص بة هو سبب العيب .  
يمكنك الأطلاع على اتفاقية الأستخدام للتأكد من هذا الكلام فى البند السادس من اتفاقية الأستخدام اثناء اعداد البرنامج  
  
هناك ايضا التحذير الذى يظهر من قبل البرنامج يطلب غلق برنامج KasperSky ,  
AVG بإعتبارهم من اقوى برامج مكافحة الفيروسات و مراقبة اى برامج تحاول  
تعديل النظام لذا يطلب غلقهم حتى يستطيع تثبيت المكونات التى تتيح لة  
السيطرة على النظام و  
  
تسريعة بطريقة غير مشروعة تؤدى الى تلف الجهاز  
  
  
  
طيب و الحل لهذة المشكلة :  
  
1- استخدام motherboard ذات سرعة عالية BUS 1066 (اقتراح و ليس حل)  
2- استخدام كارت شبكة خارجى (اضافى) و عدم استخدام الكارت المدمج فى motherboard لأصحاب اللوحات القديمة  
3- استخدام اى برنامج اخر غير ِ Anti-ARP حيث ان هناك العديد من البرامج المستخدمة فى هذا المجال منها  
  
No Cut , AntiNetCut , StopCut و انا انصح بأستخدام برنامج StopCut لأنة  
الأكثر فاعلية ولا يوثر على سرعة الجهاز بالأضافة الى ان البرنامج مصنع  
بأيدى مصرية .  
  
\_\_  
  
الان  
  
  
اليكم برنامج عبقرى لوقف مفعول NetCut نهائيا بدون اى تأثير على السرعة  
  
هو برنامج  
  
~~~~ StopCut ~~~~  
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برنامج شامل لتأمين اتصالك بالانترنت  
مصرى مئة بالمئة  
وقف اكيد لمفعول النت كت  
  
وقام ببرمجتة ,, اخ عزيز ,, من المنصــورة .  
  
ونأتى الان لمميزات البرنامج  
  
  
1- يحافظ على محادثاتك الكتابية من السرقة  
2- يظهر الماك ادرس حتى يبين اذا حدث تغيير بة  
3- يمنع التجسس على محادثاتك الصوتية  
4- اصبح اكثر فاعلية ضد النت كت  
5- لا يسمح لأحد معك فى الشبكة بمعرفة المواقع التى زرتها  
6- تم اضافة برنامج تشيك كت لمعرفة من يستخدم النت كت  
7- يحافظ على كلمات السر من السرقة  
  
وقمت بتجربت البرنامج واثبت كفاءة علية جدا . وانصح بة للجميع  
  
الخطوات  
  
عند تسطيب البرنامج و عمل ريستارت سيقوم البرنامج بالبدأ تلقائيا مع فتح الويندوز  
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فقط قم بتصغيره لتظهر ايقونته بجانب الساعة  
  
\_\_\_  
  
  
  
""- الثانى : Check Cut -""  
و هو المسئول عن معرفة من يستخدم الـ NetCut  
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الصورة الأولى فى حالة عدم وجود هجمات من النت كت لا يوجد إلا الجت واى  
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الصورة الثانية فى حالة وجود احدهم يستخدم النت كت و اذا حدت تغيير مستمر فى وجودة اذا فهو يستخدم ضدك  
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الصورة الثالثة نستخدم وظيفة تنظيف الجهاز من هجمات النت كت و ذلك عن طريق اختيار Clear System ARP  
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الصورة الرابعة توضح ان عملية التنظيف تمت  
  
والان مع رابط التح\*\*\* .  
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للامانة ,, تم نقل معظم الاشياء ليكتمل الموضوع وتعم الافادة  
  
وبهكذا اكون قد انتهيـت .  
  
تـحـيـاتى لـكـ،ـم .**